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The Following Symantec prokection technologies are installed on wour computer
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Virus and Spyware Protection
Protecks against viruses, trojan horses, and spyware

Definitions: 2009,/04,15r33

Proactive Threat Protection
Provides zero-day protection against unknown threats

Definitions: 2008,/08/20r1

Network Threat Protection
Protecks against netbwaork, threats

Definitions: 2009,/03/13r1
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W Symantec Endpoint Protection Small Business Edition

Scan for threats
Change settings

View quarantine

The Following Symantec protection technologies are installed on wour computer:

LiveUpdate

Protects against viruses, trojan horses, and spyware

ﬁ @ Virus and Spyware Protection Options

Definitions: 2009,/04/15r33

Provides zero-day prokteckion against unknown threats

:@ @ Proactive Threat Protection Cptians

Definitions: 2008,08,/20r1

[ s
iZhange Settings...
View Logs...

Protects against nebwark threats

“ @ MNetwork Threat Protection

Definitions: 2009,/03/13r1
Yiew Application Settings...

Yiew Mebwark, Sckivity, .,

iZonfigure Firewall Rules. ..

Disable Netwark Threat Protection




Firewall rules allow, block, and log nebwark traffic.

Rule Mame Hu:u_sts

£l _ I

Fartz and Pratocolz

Action

M etwork, .-'-‘-.-:Iap_ters

SR _ S clals lv|

Ok,

Cancel J |

Help




Firewall rules allow, block, and log n

Rule Mame

sod.. || Edi.

[ ]
L L = w

General | Hosts || Fortz and Protocolz || Applications || Scheduling|

Rule name

TirgHIDS ervice AdiS 3,19 1, TinyHIDService

“Achian

() Block this traffic (%) Allove this traffic

Firewwall zettings

Apply thiz rule ta the following network. adapter:

&) network, adapters W

Apply thiz rule while the zcreen saver is:

Either On or OIff w

[ ] Record this traffic in the Packet Log

Rule Surrmary:

Allave both incoming and outgoing traffic todfrom: All hostz. Thiz applies to trathc from the
follawing protocols and ports: All 1P protocol types. For these nebwork. adapters: All
network, adapters.

4 chior Mebwork. Adapters

Cancel I |

Help

L O, ” Cancel || Help




Firewall rules allow, block, and log n

| eneral || Huostsz || Fortz and Prntucul3i| Applications (S che .L_uS ul:r.i.ﬂ

Rule Hame

Add... ' Edi...

Applications: [] Dizplay zelected applications only h

Applization Wersion Fath =iy Network Adapters
L
| Select Al
Rule Surnmmary:
Allaw both incoming and outgoing traffic todtron: Al hostz. Thiz applies to traffic from the >
following protocols and partz: All 1P protocol twpes. For these network, adapters: All —
niebwark, adapters.

Cancel J | Help

L k. ” Cancel || Help




W Symantec Endpoint Protection Small Business Edition

: - W Add Firewall Rule 1% |
Configure Firewall Rulr —_—
Open 7 s
Firewall rules allow, block, an P e |_|El
- Laok in.- c:\Windows L8 o~
1 | RuleM | Metwork, Adapt
" s " iC) addins ICimsapps I Temp ltwunk_SE - S
Lé I AppPatch I i I bweain_32 ﬂwinhelp
by Recent |71 Config I Metwork Diagnostic |7 Web cﬁ] winhlp3z
Drocuments | Conneckion Wizard [ pchealth I WinSxS

IE[ICurscnrs IEﬂPeerNel: j explorer

@ I)Debug \)Prefetch B

Diesktap |7 Driver Cache |- Provisioning EkbEIlSEDD
== ehome == Registration o NOTEPAD

-~ \C)Fonts I repair ﬁ regedit
:r‘“ff' ICIHelp I TIResources Ii’l] REHDY Cpl
Wy DB IEll.me I security - HF{I:ILIpI:I

ljava aftwareDiskribukion .

Ej 3.8 lzal TinyHIDservice L1 M TinyHIDServicesss R

4| bty Computer T >
— < i 2| —
Add... Ediy
J g File narme: TingHID S ervice356 Upen ’ .
My Mebwark, Files of type: Al Erecutable Files [*.exe)
el I I Help |
| (] 4 | | Canicel | | Help |




Firewall rules allow, block, and log n

F
i 1L L = [

| General | Hosts | Parts and F'ru:ntu:n:n:||$| Applications | Sohel A aslol aaaa) @

Rule Mame

Applications: [] Display zelected appli
- AT Path 4 chion Mebwork, Adapters

([ - sewerfpplication 3563 c:&wNbuwsaTinyHmszice@

|I|I|I|I|"'--__

< Il | 2

Select All _”_ Unzelect Al ]L Browsze. .. J

Application Path:

C:AWwAMDOWSSTingHID S ervice3bb. exe

Rule Surrmary:

&llave both incoming and outgoing fraffic todtrom; &ll kb the >
follawing protocols and ports: Al TP protocol types. —
network, adapters. : .

The following applicationsz will be affected by thiz r """""'S OK I"' Lﬂ_}:;u.g dod

L Cancel I | Help

‘“. Cancel | | Help




